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Towards a Europe of Cybersecurity

By General of the Army (2S) Marc Watin-Augouard, Director of the
Research Center of the School for O�cers of the National Gendarmerie

On 15 September, the President of the European Commission,
Ursula von der Leyen, gave her State of the Union address to the
European Parliament.
 
The issues related to the pandemic were of course important, but
the digital topic came up several times in the President’s speech,
who called for “the attention of leaders and a structured dialogue at
the highest level...”

Read the article

Common Criteria certi�cation, French ‘CSPN’,
quali�cation: Finding your way through cybersecurity
assessments

By the editorial staff of the FIC Observatory

It is not always easy to find one’s way through the various “security
product evaluation labels” issued by the French National
Cybersecurity Agency (ANSSI). In May 2021, the FIC Observatory
brought together a few experts in the field to shed light on the
subject during a breakfast organized around the theme “Buyers and
users of cybersecurity solutions: Why choose certified products?
Here’s a look back at these discussions...

Read the article

Supply chain: The risks of backdoors in electronic
chips and circuits

By the editorial staff of the FIC Observatory

It is a strong trend, announced for a long time: the supply chain is
an ideal target for a cyber attacker. ENISA recently indicated that
attacks on the supply chain should increase fourfold between 2020
and 2021[1]. According to the European agency, 66% of these
attacks would target the product code of the targeted supplier, like
Solarwinds. The authors of these attacks introduce backdoors in
order to be able to compromise at a later stage the information
systems of the users of these products: large companies,
governments, armies, operators of vital importance, etc...

Read the article

          

Launch of InCyber, media of the FIC community!
InCyber, media of the FIC community (International Cybersecurity
Forum) dedicated to cyber risk and digital con�dence will be
launched on October 12, 2021.
After several postponements, the FIC community was pleased to
meet again in Lille in early September 2021. Shaken by the health
crisis, the European digital ecosystem took the opportunity to
emphasise once again the need for cooperation and the
indispensable solidarity of all. This reunion was eagerly awaited and
many voices called for this dynamic to be expressed 365 days a
year. More information here!

The FIC in drawings!
Find here  all the drawings made during the FIC 2021: reactions to

the debates, to the news, notes of humour, consult the 45 drawings
made during the 3 days of debates.

FOLLOW US!
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"Finally together ! ....We dreamed of this FIC for so long" said General MWA when
opening FIC2021. We dreamed of it, you dreamed of it....and we did it! Finally!
 
We had been waiting for over a year and had postponed the event three times, but on
7th Septembre the FIC2021 finally opened its doors to 10,000 visitors in Lille and over
2500 remotely, 500 partners and 450 speakers from 60 countries. And we met again -
under the sun this time - the FIC community, proud to be able to welcome back so many
of you in (close to) normal conditions, happy to meet both the regulars and the
newcomers.
 
Thank you to all of those who came, to those who followed us online or remotely, to all of
those who contributed in one way or another to this event that we had all been waiting
for, for your trust and your loyalty on this long road towards a FIC2021 that we could not
have done without you. Proof that this year's theme, which placed the event under the
sign of cooperation and collaboration, was well chosen....

Read the edito

Breakfast - Webinar : " Quantifying cyber risk: anticipating and
measuring for better protection "

October, 28th 2021

Beyond their direct, visible and tangible impacts (operating di�culties, paralysis of systems
or loss of data leading to a slowdown or stoppage of production, etc.), cyber attacks or
incidents also have indirect consequences and costs, sometimes hidden but always di�cult
to apprehend: damage to image and/or reputation, drop in �nancial value, contractual
penalties with suppliers or customers, etc...

More information
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